		Crescendo Call #1

	Template for Project Description in Crescendo Call #1

Instructions:
This template must be used. The attachment must be uploaded in PDF format in the electronic application form. All italicized text and frames in this template are supporting text and should be deleted in the final document.
All points must be addressed. The order in the template must be followed.
The project description should complement the information provided in the electronic application you create on My RCN Web. Websites or other documents that are referenced or linked to will not be considered in the application process.

Scope:
The document can be maximum 5 pages, and the text must be font size 11 and font type Times New Roman, Arial, or Calibri. For references, figures and table content, font size 9 can be used.

Language:
English

Delete this box before submitting.


Project Description
Project title
The same as in My RCN Web.

Thematic area
Mark if your project touches any of the following thematic areas:
☐ Security Testing
☐ Threat Modelling
☐ Risk Assessment


Project partners
Project owner
As registered in My RCN Web. 
	Name of organisation
	WRITE HERE

	Country
	

	Corporate ID
	

	Is the organisation an SME?
	☐ Yes

	Is this partner an energy sector or cybersecurity organisation?
	☐ Energy sector
☐ Cybersecurity

	Type of organisation
	☐ Private company
☐ University or research institute
☐ Public authorities
☐ Other type organisation


Partners
Copy the table below if more partners are in the project.
	Name of organisation
	WRITE HERE

	Country
	

	Corporate ID
	

	Is the organisation an SME?
	☐ Yes

	Is this partner an energy sector or cybersecurity organisation?
	☐ Energy sector
☐ Cybersecurity

	Type of organisation
	☐ Private company
☐ University or research institute
☐ Public authorities
☐ Other type organisation





Excellence
Describe the purpose of the activity and how the project is relevant to the call's purpose and guidelines. Describe how the concept is well-thought-out, credible, and innovative. Describe planned deliverables in the project.

Impact
Explain what impacts and effects can be expected from the project in the short and medium term, and what societal/systemic effects the project could contribute to in the longer term.

Implementation
Partners and role distribution
Describe the collaboration constellation in the project and the distribution of roles. Explain how the cybersecurity organisation and the energy sector organisation (and other partners) will work together to achieve goals of the project.

Resources and competence
Explain the applicant institutions’ prerequisites (competence and resources) for establishing and implementing the project. What is considered the biggest challenge in establishing and participating in the planned project (economy, competence, capacity)?

Risk
Provide an assessment of risks associated with the project – both the risk that the project cannot be implemented as planned and the risk that the project will not achieve its goals.

Project Budget
	Cost Type
	EUR
	Specification

	Staff Costs
	
	

	Travel Costs
	
	

	Equipment/Tech Consumables Costs (depreciation)
	
	

	Subcontracting Costs
	
	

	Other Costs
	
	

	Total
	
	



Project Financing
Explain how half of the project’s cost will be covered by own financing. Cash financing or in-kind resources? Which partner is providing the own financing?

Project Description
